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I. Purpose

A. Electronic computing and communication resources are limited resources designed to facilitate the instruction, learning, dissemination of scholarly information, and research activities of the campus community. They should not be used wastefully, or to impede, interfere with, restrict, cause harm to, or impair the rights or activities of other users. Specifically, users may not infringe or encroach on the availability or use of electronic computing and communication resources by others. Such activities would include, but not be limited to:

1. Hoarding or excessive use of electronic and communication resources, in such ways that they interfere with reasonable access to resources by other users.

2. Tampering with, damaging, or disrupting, the normal operations of computers, networks, and facilities, including activities such as "denial of service" (DoS) attacks against another network host or individual user, other related attacks on accounts;

3. Creating or maintaining Web pages or Web applications that are accessed to an excessive degree. Such Web pages and applications can be a drain on computer resources and, except where significant to the University's mission, may require the University to ask that they be moved to a private Internet provider;

4. Running inefficient programs on the network or shared computers when efficient ones are available. Systems, applications, and software should employ sound engineering and best practices to ensure that the use does
not overload University computing equipment or systems, or otherwise harm or negatively impact the system's performance;

5. Running or installing on any computer system or network, or giving to another user, a program designed or likely to damage or to place excessive load on a computer system or network. This includes but is not limited to programs known as computer viruses, Trojan horses, worms, or similar damaging programs;

6. Performing an act which will interfere with the normal operation of computers, peripherals, or networks.