I. Purpose

A. Users are prohibited from engaging in activities involving email that violate this policy or cause harm to resources and to other users. Among the activities prohibited under this policy are:

1. Sending frivolous or excessive messages, including junk mail, “spamming”, “chain letters”, and other types of unsolicited messages;

2. Sending unauthorized broadcast or mass email messages (see Mass E-mail Policy);

3. Interfering with the normal operation and availability of electronic communication systems and services such as e-mail.

B. Users are also referred to the UNCW Mass E-mail Policy for guidelines on the authorized use of email for the dissemination of information to the university community at large.

C. Users should contact the ITSD Technology Assistance Center or their local IT computing consultants for information concerning methods of protecting themselves from e-mail abuse. In many cases, users should contact the originator of actions and messages which they believe inappropriate to express their concerns and to request that the unsolicited and unwelcome actions are stopped. This is especially useful for e-mail messages and similar activities for which there may ultimately be no intended harm. If the user is unsuccessful in having such activities discontinued, and in more serious cases where activities are observed that are believed to be illegal, in violation of University policies, or that will result in harm or damage to users, data, or
computing and communication systems, those activities should be reported following the procedure outlined in Addressing Concerns below.